Kali OpenVas Start and Login
This presentation shows starting and login to OpenVas on Kali

Hardware/Software Used in Presentation

Kali version 2016.2
OpenVAS version 8.0 later updated to 9.0
VMware Player 12.5.5
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The first step is starting and login to Kali.
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The presentation selects the "Show
Applications" option from the dock.
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The presentation selects "02-Vulnerability" icon
on the menu.
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The presentation selects "openvas start". A
terminal window will open and show the
OpenVas start process.
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Starting OpenVas Services
~# exit

root@kali-s2017b: ~

Help

The presentation sees OpenVas is
successfully running. The presentation issues
the "exit" command to close the terminal

window.
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Kali Linux, an Offensive Security Project - Mozilla Firefox
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Once OpenVas is running, the presentation
starts a web browser.

KALI LINUX

KALI TOOLS

KALI DOCUMENTATION

OFFENSIVE SECURITY

The most advanced penetration testing distribution, ever.
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On the M State image, the presentation is able
to select previous web sites. The presentation
will use the URL

https://127.0.0.1:9392

The most advanced penetration testing distribution, ever.
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Greenbone Security Assistant - Mozilla Firefox
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Greenbone Security Assistant Version 7.0.2
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The presentation is using the M State
Moorhead image. The web browser has the

admin login credentials.
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#‘ Greenbone, No auto-refresh Logged in as Admin admin | Logout
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Tasks by Severity Class (Total: 0) v Tasks by status (Total: 0)

The presentation login is successful.
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